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Subject:  Data Management

[Data Archiving and Sharing] 

Purpose:  The purpose of this document is to provide procedures for the sharing and archiving of GIS data developed on an incident.

The purpose of archiving data is to capture incident data in a digital format.  In addition, data archiving allows the GIS unit to recover a recent status of the incident in case of computer failure or data corruption.
This document is intended to be used by the GIS Specialist, but may be of value to other personnel on an incident that may use GIS data, such as FBAN, IRIN, and the GIS staff for the local unit.
Scope/Overview:  

This SOP covers the archiving and sharing of incident data and products for all uses. Handling of sensitive data is subject to restrictions.

For base data, this SOP covers only archiving.


· 
· 
· 
· 
Specifications: 

All vector incident data shall be exported to shapefiles before archiving. This allows for compatibility of data among software versions and vendors.
The primary datasets that need to be shared on a daily basis are the fire perimeter and fireline datasets.  One way is to post updated fire perimeter data to GEOMAC and ftp.nifc.gov.

Other incident-specific data or base data layers that have been edited for the incident must be archived.

Procedures: 

Data Sharing: At the end of each operational period in which the Fireline and Fire Perimeter data are updated, upload these files to ftp.nifc.gov.  This allows the data to be accessed by local agencies and other interested parties.  File names must adhere to SOP for File Naming and Directory Structure. Reference GTG website (http://gis.nwcg.gov ) for list of the current upload sites and acceptable file formats (may need to export to shapefiles before sharing the data).

If possible, post map products to ftp.nifc.gov as a courtesy to other users.

Data Archiving: GIS data are in a digital format that requires constant maintenance.  Part of this maintenance is the backing up and archiving of data.  For the purpose of the SOP, archiving will be used for the process of copying data from an operational format to another for safety purposes and record keeping.  Refer to the Definition, below, for complete information.
Guidelines

(ref. SOP for File Naming and Directory Structure)
· At the end of each operational period, “incident_data,” and “products” and “projects” directories shall be archived to a different location other than the operational computers. 
· For incident data, export to shapefiles before any archive task; also archive the geodatabase

· Only dynamic datasets need to be archived.  All base data should also be stored on media separate from operational systems.

· Data should be archived in formats that allow for quick recovery.

· Make an entry in the GIS Unit Log for each archive.

· Hourly or simple backups can occur for datasets as they change.

· Consider providing a copy of the GIS incident data archive to CTSP or DOCL Unit leader for safekeeping.
Responsibilities:  
The GIS Unit is responsible for checking with GIS representatives of local agencies regarding preferred data format, ensuring proper transition and ease of use of data.

Communications:

As a courtesy GIS staff, may call to inform interested parties as to where the data and current map products have been posted.

Definitions:  
Backup: http://www.oucs.ox.ac.uk/hfs/service/index.xml.ID=body.1_div.1
Backup is intended to provide a mechanism for securing your current, active files: that is, files and data that are resident on your local disk and by implication actively in use. It enables you to recover your disk to its most reent state in the event that it is lost (for example, hardware failure); it also enables you to recover a file or files that have been lost (for example, accidentally deleted). 

Archive: http://www.oucs.ox.ac.uk/hfs/service/index.xml.ID=body.1_div.2
Archive is the long-term storage of data that is considered to be of value to the Incident. It is held, independent of the file's continued existence on your local disk. Archived files may be removed from the local disk on your computer if required (for example, for space reasons) .

The main features of archive policy are: 

· The archived copy may be kept indefinitely or for a defined period of time; the archive retention period is usually set at 3 or 5 years in the first instance and can be renewable. 

· Multiple versions of the same file may be archived; this is not recommended unless the contents of files are different and required.
Data sharing is the process of distributing data to other interested parties/agencies during the course of an incident. At the end of the incident, data is transitioned (see SOP for GIS Transition from Team to Team)

Selection Criteria/Rationale:   

Data archiving guidelines are designed to support being able to re-create the necessary data for a particular date on an incident.

Data sharing guidelines minimize the workload on the GIS Specialist by having data made available in a central location, known by all interested parties.
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